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1	Discussion
During SA2#160Ad Hoc meeting, solution#18 for KI#7: Support for PDU Set in non-3GPP access is proposed and agreed, which is based on PDU set handling mechanism defined for 3GPP in Rel-18. 
For untrusted/trusted non-3GPP access, Non-3GPP InterWorking Function(N3IWF)/ Trusted Non-3GPP Gateway Function (TNGF) in non-3GPP is the counterpart of RAN node for 3GPP access. SMF provides N2 SM information to N3IWF/TNGF via AMF.  Besides, there’s N3 interface between N3IWF/TNGF and UPF. IPsec Child Security Association (SA) is established for user plane between UE and N3IWF/TNGF, which is operated in tunnel mode. One IPsec Child SA is associated with at least one QoS flow. N3IWF/TNGF may provide a DSCP value associated with one IPsec Child SA to UE. If the DSCP value is included, then the UE and the N3IWF/TNGF shall mark all IP packets sent over this Child SA with this DSCP value. E.g., the UE and the Trusted Non-3GPP Access Point (TNAP) may map the DSCP value to a QoS level (e.g., to an EDCA Access Class) supported by the underlaying non-3GPP Access Network. Besides, N3IWF/TNGF will take DSCP value into consideration when sending DL PDUs towards non-3GPP Access node.  Correspondingly, non-3GPP Access node (e.g., untrusted non-3GPP access node, TNAP) will take DSCP value into consideration when sensing UL PDUs towards N3IWF/TNGF. 
Rel19 FS_XRM Ph2 KI#3 tries to leverage PDU Set QoS information for DSCP marking over N3/N9 in the transport network, in order to enable differentiated handling of transport packets carrying PDU Sets within QoS Flow. Intuitively, leverage PDU Set QoS information for DSCP marking over IPsec Child SA should also be considered for the untrusted/trusted non-3GPP access. In this solution, a new solution is proposed to map PDU Set Importance to DSCP value for the IPsec Child SA between N3IWF/TNGF and UE in non-3GPP access, which supports differentiated handling of PDU sets within the IPsec Child SA in non-3GPP. 
2	Proposal
[bookmark: _Toc510607467][bookmark: _Toc518306726]* * * * Start of Change * * * *
[bookmark: _Toc101342266]6.x	Solution #X: map PDU Set importance to DSCP value between N3IWF/TNGF and UE in non-3GPP access
[bookmark: _Toc101342267]6.x.1	Key Issue mapping
This solution is for Key Issue #7, which maps PDU Set Importance to DCSP marking for IPsec Child SA between N3IWF/TNGF and UE in non-3GPP access. 
[bookmark: _Toc101342268]6.x.2	Description
[bookmark: _Toc101342269]For untrusted/trusted non-3GPP access, Non-3GPP InterWorking Function(N3IWF)/ Trusted Non-3GPP Gateway Function (TNGF) in non-3GPP is the counterpart of RAN node for 3GPP access. SMF provides N2 SM information to N3IWF/TNGF via AMF.  Besides, there’s N3 interface between N3IWF/TNGF and UPF. IPsec Child Security Association (SA) is established for user plane between UE and N3IWF/TNGF, which is operated in tunnel mode. One IPsec Child SA is associated with at least one QoS flow. N3IWF/TNGF may provide a DSCP value associated with one IPsec Child SA to UE. If the DSCP value is included, then the UE and the N3IWF/TNGF shall mark all IP packets sent over this Child SA with this DSCP value. E.g., the UE and the Trusted Non-3GPP Access Point (TNAP) may map the DSCP value to a QoS level (e.g., to an EDCA Access Class) supported by the underlaying non-3GPP Access Network. Besides, N3IWF/TNGF will take DSCP value into consideration when sending DL PDUs towards non-3GPP Access node.  Correspondingly, non-3GPP Access node (e.g., untrusted non-3GPP access node, TNAP) will take DSCP value into consideration when sensing UL PDUs towards N3IWF/TNGF. 
Rel19 FS_XRM Ph2 KI#3 tries to leverage PDU Set QoS information for DSCP marking over N3/N9 in the transport network, in order to enable differentiated handling of transport packets carrying PDU Sets within QoS Flow. Intuitively, leverage PDU Set QoS information for DSCP marking over IPsec Child SA should also be considered for the untrusted/trusted non-3GPP access. In this solution, a new solution is proposed to map PDU Set Importance to DSCP value for the IPsec Child SA between N3IWF/TNGF and UE in non-3GPP access, which supports differentiated handling of PDU sets within the IPsec Child SA in non-3GPP. 
6.x.3   Procedures
[bookmark: _Toc101342270]6.x.3.1   provisioning mapping of PDU Set Importance value(s) and DSCP value 
[image: ]
[bookmark: _Toc101342271]Figure 6.x.3.1-1: provisioning mapping of PDU Set Importance value(s) and DSCP value
This procedure provides the procedure of provioning mapping of PDU Set Importance value(s) and DSCP value.
Step 1: SMF provides N3IWF/TNGF with PDU session ID, QFI, PDU set QoS parameters (e.g., PSDB, PSER, PSIHI),. E.g., SMF may provide the above parameters to N3IWF/TNGF via AMF upon PDU session establishment or modification procedure. 
Step 2: N3IWF/TNGF decides to bind the QoS flow associated with PDU set QoS parameters to a new IPsec Child SA. E.g., When the SMF provisions QFI with PDU set QoS parameters to N3IWF/TNGF, N3IWF/TNGF binds the QoS flow to a new IPsec Child SA and no other QoS flow is bound to this IPsec Child SA.
N3IWF/TNGF also determines the mapping list of PDU Set Importance value(s) (or other type of PDU Set Information or PDU set QoS parameters) and DCSP value. Take PDU Set Importance as an example, the PDU Set Importance can be different for different PDU Sets within a QoS Flow. The mapping list of PDU set importance value(s) and DSCP value includes at least one mapping, e.g., the mapping of PDU Set Importance value#1 and DSCP value#1, the mapping of PDU Set Importance value#2 and DSCP#2 etc. Besides, more than one PDU Set Importance values may be mapped into one DSCP value.
Step 3: N3IWF/TNGF sends PDU Session ID, QFI, the mapping list of PDU Set Importance value(s) and DSCP associated with the IPsec Child SA to the UE. Besides, N3IWF/TNGF may also provide additional QoS information associated with the IPsec Child SA, which may include PDU set QoS parameters (e.g., PSDB, PSER, PSIHI). E.g., N3IWF/TNGF sends IKE_Create_Child_SA Request message to UE, which includes SA, Notify (PDU session ID, QFI, mapping of PDU Set Importance value(s) and DSCP value, Additional QoS parameter with PDU set QoS parameters(o) and Notify(UP_IP_ADDRESS). 
Upon receive UL PDUs from the application layer, UE obtains PDU Set Information of each UL PDU of the QoS flow. Then UE marks the UL PDU with specific DSCP value based on the PDU Set Importance of the UL PDU, and the mapping of PDU Set Importance value(s) and DSCP value provided by N3IWF/TNGF. After that, UE sends the UL PDU marked with the DSCP value through the IPsec Child SA associated with the QoS flow towards N3IWF/TNGF.
6.x.4	Impacts on services, entities and interfaces
The proposed solution is based on Rel-18 procedures but some enhancements may be needed to make it possible to support PDU set in non-3GPP access, such as:
N3IWF/TNGF:
-	bind the QoS flow to a new IPsec Child SA and no other QoS flow is bound to this IPsec Child SA
-  mark DL PDU of the QoS flow with DSCP value based on the PDU Set Importance of the DL PDU
-  configure UE with mapping of PDU Set Importance value(s) and DSCP value for specific QoS flow
UE:
-   mark UL PDU of the QoS flow with DSCP value based on the PDU Set Importance of the UL PDU
* * * * End of Change * * * *
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